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Abst r act

Thi s docunent defines a protocol for the transport of any Signalling
Connection Control Part-User signalling over IP using the Stream
Control Transm ssion Protocol. The protocol is designed to be
nodul ar and symmetric, to allow it to work in diverse architectures,
such as a Signalling Gateway to | P Signalling Endpoint architecture
as well as a peer-to-peer |P Signalling Endpoint architecture.
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1. Introduction

There is ongoing integration of switched circuit networks and IP
networks. Network service providers are designing | P-based
signalling architectures that need support for SS7 and SS7-1ike
signalling protocols. |P provides an effective way to transport user
data and for operators to expand their networks and build new
services. In these networks, there is need for interworking between
the SS7 and | P domains [2719].

Thi s docunent defines a protocol for the transport SS7 SCCP-User
protocols [ANSI SCCP] [ITU SCCP], such as TCAP and RANAP, over |P
using the Stream Control Transm ssion Protocol (SCTP) [2960].

1.1. Scope

This docunent details the delivery of SCCP-user nessages (MAP & CAP
over TCAP [ANSI TCAP] [ITU TCAP], RANAP [ RANAP], etc.) nessages over

| P between two signalling endpoints. Consideration is given for the
transport froma signalling gateway to an I P signalling node (such as
an | P-resident Database) as described in the Franework Architecture
for Signalling Transport [2719]. This protocol can al so support
transport of SCCP-user nessages between two endpoints wholly
contained within an | P network.

The delivery mechani sm addresses the following criteria:

Support for transfer of SCCP-User Part nessages

Support for SCCP connectionl ess servi ce.

Support for SCCP connection oriented service.

Support for the operation of SCCP-User protocol peers.

Support for the managenent of SCTP transport associations between
signal li ng gateways and | P-based signalling nodes.

Support for distributed | P-based signalling nodes.

Support for the asynchronous reporting of status changes to
managenent functions.

* % F F F

* %k
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1.2. Abbreviations and Ter mi nol ogy
1.2.1. Abbreviations
CAP - CAMEL Application Protocol
GIT - dobal Title Translation
MAP - Mobile Application Protocol
PC - Signalling Systemno. 7 Point Code.
RANAP - Radi o Access Network Application Protocol
SCTP - Stream Control Transni ssion Protocol
SS7 - Signalling Systemno. 7.
TCAP - Transaction Capabilities Application Protocol
1.2.2. Terminol ogy

Signalling Gateway (SG - Network el enent that term nates sw tched
circuit networks and transports SCCP-User signalling over IPto an IP
signalling endpoint. A Signalling Gateway coul d be nodel ed as one or
nore Signalling Gateway Processes, which are |ocated at the border of
the SS7 and | P networks. Where an SG contains nore than one SGP, the
SGis a logical entity and the contai ned SGPs are assunmed to be
coordi nated into a single managenent view to the SS7 network and to

t he supported Application Servers.

Application Server (AS) - Alogical entity serving a specific Routing
Key. An exanple of an Application Server is a virtual |P database

el ement handling all requests for an SCCP-user. The AS contains a
set of one or nore unique Application Server Processes, of which one
or nore is normally actively processing traffic.

Application Server Process (ASP) - An Application Server Process
serves as an active or backup process of an Application Server (e.g.
part of a distributed signalling node or database el ement). Exanples
of ASPs are McCs, | P SCPs, or |P-based HLRs. An ASP contains an SCTP
endpoi nt and nay be configured to process traffic within nore than
one Application Server

| P Server Process (IPSP) - A process instance of an | P-based
application. An IPSP is essentially the sane as an ASP, except that
it uses SUA in a peer-to-peer fashion. Conceptually, an |IPSP does
not use the services of a Signalling Gateway.
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Signalling Gateway Process (SGP) - A process instance of a Signalling
Gateway. It serves as an active, |oad-sharing or broadcast process
of a Signalling Gateway.

Signalling Process - A process instance that uses SUA to conmunicate
with other signalling process. An ASP, a SGP and an | PSP are al
signal ling processes.

Associ ation - An association refers to an SCTP associ ation. The
associ ation provides the transport for the delivery of SCCP-User
protocol data units and SUA | ayer peer nessages.

Routing Key - The Routing Key describes a set of SS7 paraneters
and/ or paraneter ranges that uniquely defines the range of signalling
traffic configured to be handl ed by a particular Application Server
An exanpl e woul d be where a Routing Key consists of a particular SS7
SCCP SSN plus an identifier to uniquely mark the network that the SSN
bel ongs to, for which all traffic would be directed to a particular
Application Server. Routing Keys are mutually exclusive in the sense
that a received SS7 signalling message cannot be directed to nore
than one Routing Key. Routing Keys can be provisioned, for exanple,
by a MB or registered using SUA's dynam c regi stration procedures.
Routi ng keys MUST NOT span multiple network appearances.

Routing Context - An Application Server Process nmay be configured to
process traffic within nore than one Application Server. In this
case, the Routing Context paraneter is exchanged between the SGP and
the ASP (or between two ASPs), identifying the relevant Application
Server. Fromthe perspective of an SGP/ ASP, the Routing Context
uniquely identifies the range of traffic associated with a particul ar
Application Server, which the ASP is configured to receive. There is
a 1:1 relationship between a Routing Context value and a Routing Key
within an AS. Therefore the Routing Context can be viewed as an
index into an AS Tabl e containing the AS Routing Keys.

Addr ess Mappi ng Function (AVF) - The AMF is an inplenentation
dependent function that is responsible for resolving the address
presented in the incom ng SCCP/ SUA nessage to correct SCTP
association for the desired endpoint. The AMF MAY use routing
context / routing key information as selection criteria for the
appropriate SCTP associ ation

Fail-over - The capability to reroute signalling traffic as required
to an alternate Application Server Process, or group of ASPs, within
an Application Server in the event of failure or unavailability of a
currently used Application Server Process. Fail-over nmay apply upon

the return to service of a previously unavail able Application Server
Process.
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Host - The conputing platformthat the SGP or ASP process is running
on.

Layer Managenent - Layer Managenent is a nodal function that handl es
the inputs and outputs between the SUA | ayer and a | ocal managenent
entity.

Net wor k Appearance - The Network Appearance is an SUA | ocal reference
(typically an integer) shared by SG and AS that together with a
Signal ling Point Code uniquely identifies an SS7 node by indicating
the specific SS7 network it belongs to.

Network Byte Order - Mst significant byte first, a.k.a. Big Endian.

Stream - A streamrefers to an SCTP stream a unidirectional |ogica
channel established fromone SCTP endpoint to another associated SCTP
endpoi nt, within which all user nessages are delivered sequenced
except for those subnitted to the unordered delivery service

Transport address - an address that serves as a source or destination
for the unreliable packet transport service used by SCTP. In IP
networ ks, a transport address is defined by the conbination of an IP
address and an SCTP port nunber. Note, only one SCTP port may be
defined for each endpoint, but each SCTP endpoint nmay have nultiple

| P addr esses.

1.3. Signalling Transport Architecture

The framework architecture that has been defined for switched circuit
networ ks signalling transport over |P [2719] uses nultiple
conmponents, including an IP transport protocol, a signalling comobn
transport protocol and an adaptation nodule to support the services
expected by a particular switched circuit networks signalling
protocol fromits underlying protocol |ayer.

In general terns, the SUA architecture can be nodeled as a peer-to-
peer architecture. The first section considers the SS7 to IP

i nterworking architectures for connectionless and connection-oriented
transport. For this case, it is assuned that the ASP initiates the
est abl i shnent of the SCTP association with SG

1.3.1. Protocol Architecture for Connectionless Transport
In this architecture, the SCCP and SUA | ayers interface in the SG

I nt erwor ki ng between the SCCP and SUA | ayers is needed to provide for
the transfer of the user nmessages as well as the managenent nessages.
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* %k %k k% k% k% k% % SS7 *kkkkkkkkkkkkk*k*k |P * %k %k k% k% k% k% %
* SEP K o o e e o e - - * Ko o e e e - - - * *
* or % * SG * * ASP *
* STP * * * * *
*xkkkkkhk* kkkkkhkhkhkhkkkkkkk* *kkkkkkhk*
T + T +
| SUAP | | SUAP |
T + T T + T +
| ScCP | | SCCP | SUA | | SUA |
oo e + oo e oo e + oo e +
| MIP3 | | MIP3 | | | |
e + R + SCTP | | SCTP
| MIP2 | | MIP2 | | | |
T + T T + T +
| L1 | | L1 | P | | I P
oo e + oo e oo e + oo e +
| | | |
oo + e e +

SUAP - SCCP/ SUA User Protocol (TCAP, for exanple)
STP - SS7 Signalling Transfer Point

See Appendi x A 3.1 for operation recomendati ons.

1.3.1.1. SG as endpoi nt

In this case, the connectionless SCCP nessages are routed on point

code (PC) and subsystem nunmber (SSN). The subsystemidentified by

SSN and Routing Context is regarded as local to the SG This neans
from SS7 point of view, the SCCP-user is |located at the SG

1.3.1.2. Signalling Gateway as rel ay-point

A Gobal Title translation is executed at the signalling gateway,
before the destination of the nessage can be deternined. The actua
| ocation of the SCCP-user is irrelevant to the SS7 network. GT
Transl ation yields an "SCCP entity set", fromwhich an Application
Server can be derived. Selection of the Application Server is based
on the SCCP called party address (and possibly other SS7 paraneters
dependi ng on the inplenentation).
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1.3.2. Protocol Architecture for Connection-Oiented Transport

In this architecture, the SCCP and SUA | ayers share an interface in
the signalling gateway process to associate the two connection
sections needed for the connection-oriented data transfer between SEP
and ASP. Both connection sections are setup when routing the Connect
Request nessages fromthe signalling end point via signalling gateway
process to ASP and visa versa. The routing of the Connect Request
nmessage is perforned in the sane way as described in 1.3.1.

*xkkkkkhk* SS? kkkkkhkhkhkkhkkikkkkk*k* IP *kkkkkkhk*
* SEP/ *--------- * SG L * ASP *
* STP * * * * *
*kkkkkk*k*%x kkhkkkhkkkhkkkhkkhkkhkkx*k *kkkkkk*k*%x
[ + [ +
| SUAP | | SUAP
Hom - - + Hom - - Hom - - + Hom - - +
| SCCP | | SCCP | SUA | | SUA |
Hom oo + Hom oo Hom oo + Hom oo +
| MIP3 | | MIP3 | | | |
S | Foem - + SCTP | | SCTP
| MIP2 | | MIP2 | | | |
Hom - - + Hom - - Hom - - + Hom - - +
| L1 | | L1 | 1P | | 1P
Hom oo + Hom oo Hom oo + Hom oo +

| | | |

Fom e e e e e oo oo + Fomm e e e o - +

SUAP - SCCP/ SUA Application Protocol (e.g., - RANAP/ RNSAP)

STP - SS7 Signalling Transfer Point
See Appendi x A 3.2 for operation recomendati ons.

1.3.3. Al IP Architecture

This architecture can be used to carry a protocol that uses the
transport services of SCCP within an IP network. This allows
flexibility in devel opi ng networks, especially when interaction
bet ween | egacy signalling is not needed. The architecture renoves
the need for signalling gateway functionality.
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*kkkkkkk*k |P *kkkkkkk*k
* | PSP *-------- * | PSP *
*kkkkkk*%x *kkkkkk*%x
[ + [ +
| SUAP | | SUAP |
S e + S e +
| SUA | | SUA
R e + R e +
| SCTP | | SCTP
[ + [ +
| 1P | | 1P |
S e + S e +
| |
- +
SUAP - SCCP/ SUA Application Protocol (e.g., - RANAP/ RNSAP)

1.3.4. ASP Fail-over Mddel and Term nol ogy

The SUA protocol supports ASP fail-over functions to support a high
availability of transaction processing capability.

An Application Server can be considered as a list of all ASPs
configured/regi stered to handl e SCCP-user nessages within a certain
range of routing information, known as a Routing Key. One or nore
ASPs in the list may nornally be active to handle traffic, while
others may be inactive but available in the event of failure or
unavai lability of the active ASP(s).

For operation recomendations, see Appendi x A
1.4. Services Provided by the SUA Layer
1.4.1. Support for the transport of SCCP-User Messages
The SUA supports the transfer of SCCP-user nessages. The SUA | ayer

at the signalling gateway and at the ASP support the seani ess

transport of user nmessages between the signalling gateway and the
ASP.

1.4.2. SCCP Protocol Cass Support

Dependi ng upon the SCCP-users supported, the SUA supports the 4
possi bl e SCCP protocol classes transparently. The SCCP protoco
cl asses are defined as foll ows:
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* Protocol class 0 provides unordered transfer of SCCP-user nessages
in a connectionless nanner.

* Protocol class 1 allows the SCCP-user to select the sequenced
delivery of SCCP-user nessages in a connectionless nanner.

* Protocol class 2 allows the bidirectional transfer of SCCP-user
nmessages by setting up a tenporary or pernmanent signalling
connecti on.

* Protocol class 3 allows the features of protocol class 2 with the
inclusion of flow control. Detection of nessage |oss or nis-
sequenci ng i s included.

Protocol classes 0 and 1 nmake up the SCCP connectionl ess servi ce.
Protocol classes 2 and 3 nmake up the SCCP connection-oriented
service.

1.4.3. Native Managenent Functions

The SUA | ayer provides the capability to indicate errors associated
wi th the SUA-protocol nmessages and to provide notification to |oca
managenent and the renpte peer as i s necessary.

1.4.4. Interworking with SCCP Network Managenent Functions

SUA uses the existing ASP nmanagenent nmessages for ASP status
handl i ng. The interworking with SCCP managenent nessages consists of
DUNA, DAVA, DAUD, DRST, DUPU or SCON nessages (defined in section 3)
on recei pt of SSP, SSA, SST or SSC (defined by SCCP) to the
appropriate ASPs. See also chapter 1.4.5. The primtives below are
sent between the SCCP and SUA nanagenent functions in the SGto
trigger events in the IP and SS7 donai n.

Ceneric | Specific

Nane | Nanme | ANSI /1 TU Ref erence
__________ o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e e e e e m—— i — ==
N State | Request [1TU-Q 711 Chap 6.3.2.3.2 (Tab 16/ Q 711)

| I ndication | ANSI-T1.112 Chap 2.3.2.3.2 (Tab 8E/ T1.112.1)
__________ e

.3.2.3.3 (Tab 1/Q 711)
| | ANSI - T1. 112 Chap 2.3.2.3.4 (Tab 8@ T1.112.1)

__________ o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e e e e e m—— i — ==
N- Coord | Request [1TU-Q 711 Chap 6.3.2.3.1 (Tab 15/Q 711)
| I ndication | ANSI-T1.112 Chap 2.3.2.3.3 (Tab 8F/ T1.112.1)
| Response
| Confirm |
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1.4.5. Support for the nmanagenent between the SGP and ASP

The SUA | ayer provides interworking with SCCP nmanagenent functions at
the SG for operation between the switched circuit networks and the IP
network. It shoul d:

* Provide an indication to the SCCP-user at an ASP that a SS7
endpoi nt/ peer is unreachabl e.

* Provide an indication to the SCCP-user at an ASP that a SS7
endpoi nt/ peer is reachabl e.
Provi de congestion indication to SCCP-user at an ASP
Provide the initiation of an audit of SS7 endpoints at the SG

1.4.6. Relay function
For network scalability purposes, the SUA may be enhanced with a
relay functionality to determ ne the next hop SCTP association toward
t he destinati on SUA endpoi nt.

The deternination of the next hop may be based on dobal Title
information (e.g., E. 164 nunber), in analogy with SCCP GIT in SS7

networks, nodeled in [ITUT Q714]. It may al so be based on Hostnane
i nformati on, |IP address or pointcode contained in the called party
addr ess.

This allows for greater scalability, reliability and flexibility in
wi de-scal e depl oynents of SUA. The usage of a relay function is a
depl oynent deci si on.

1.5. Internal Functions Provided in the SUA Layer

To performits addressing and rel ayi ng capabilities, the SUA nakes
use of an Address Mappi ng Function (AMF). This function is

consi dered part of SUA, but the way it is realized is left

i npl enmentation / depl oynent dependent (local tables, DNS [3761],
LDAP, etc.)

The AMF is invoked when a nessage is received at the inconing
interface. The AMF is responsible for resolving the address
presented in the incom ng SCCP/ SUA nessage to SCTP associations to
destinations within the IP network. The AMF will select the
appropriate SCTP associ ati on based upon routing context / routing key
i nformati on available. The destination mght be the end SUA node or
a SUA relay node. The Routing Keys reference an Application Server
which will have one or nore ASPs processing traffic for the AS. The
availability and status of the ASPs is handl ed by SUA ASP nmanagenent
nessages.
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Possi bl e SS7 address/routing information that conprise a Routing Key
entry includes, for exanple, OPC, DPC, SIO found in the MIP3 routing
| abel , SCCP subsystem nunber, or Transaction ID. |P addresses and
host nanmes can al so be used as Routing Key Information

It is expected that the routing keys be provisioned via a M B,
dynanmic registration or external process, such as a database.

1.5.1. Address Mapping at the SG

Normal Iy, one or nore ASPs are active in the AS (i.e., currently
processing traffic) but in certain failure and transition cases it is
possi ble that there may not be an active ASP available. The SGP will
buffer the nessage destined for this AS for a time T(r) or until an
ASP becones avail able. When no ASP becones avail abl e before expiry
of T(r), the SGP will flush the buffered nmessages and initiate the
appropriate return or refusal procedures.

If there is no address mappi ng match for an inconi ng nessage, a
default treatnment MAY be specified. Possible solutions are to
provide a default Application Server to direct all unallocated
traffic to a (set of) default ASP(s), or to drop the nessages and
provide a notification to managenent. The treatment of unall ocated
traffic is inplenentation dependent.

1.5.2. Address Mapping at the ASP

To direct nessages to the SS7 network, the ASP MAY perform an address
mappi ng to choose the proper SGP for a given nmessage. This is
acconpl i shed by observing the Destination Point Code and ot her

el ements of the outgoing nessage, SS7 network status, SGP

avai lability, and Routing Context configuration tables.

A Signalling Gateway may be conposed of one or nore SGPs. There is,
however, no SUA messaging to manage the status of an SGP. \Whenever
an SCTP association to an SCGP exists, it is assumed to be avail abl e.
Al so, every SGP of one SG communicating with one ASP regardi ng one AS
provides identical SS7 connectivity to this ASP
An ASP routes responses to the SGP that it received messages from
within the routing context which it is currently active and receiving
traffic.

1.5.3. Address Mapping Function at a Relay Node
The relay function is invoked when:

- Routing is on Aobal Title
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- Routing is on Hostname
- Routing is on SSN and PC or SSN and | P Address and the address
presented is not the one of the relay node

Transl ation/resol ution of the above address information yields one of
the foll ow ng:

- Route on SSN. SCTP association ID toward the destinati on node, SSN
and optionally Routing Context and/or |P address.

- Route on GI: SCTP association ID toward next relay node, (new) GI
and optionally SSN and/or Routing Context.

- Routing on Hostname: SCTP association ID toward next relay node,
(new) Hostnane and optionally SSN and/or Routing Context.

- A local SUA-user (conbined relay/end node)

To prevent |ooping, an SS7 hop counter is used. The originating end
node (be it an SS7 or an I P node) sets the value of the SS7 hop
counter to the maxi numvalue (15 or less). Each tine the relay
function is invoked within an internediate (relay) node, the SS7 hop
counter is decrenmented. \When the value reaches zero, the return or
refusal procedures are invoked with reason "Hop counter violation".

1.5.4. SCTP Stream Mappi ng

The SUA supports SCTP streans. Signalling Gateway SG and Application
Servers need to maintain a list of SCTP and SUA-users for napping

pur poses. SCCP-users requiring sequenced nessage transfer need to be
sent over a streamw th sequenced delivery.

SUA uses stream 0 for SUA nanagenent nessages. It is OPTIONAL t hat
sequenced delivery be used to preserve the order of nmanagenent
nmessage delivery.

Stream sel ecti on based on protocol class:

- Protocol class 0: SUA MAY sel ect unordered delivery. The stream
selected is based on traffic information available to the SGP or
ASP.

- Protocol class 1: SUA MIST sel ect ordered delivery. The stream
sel ected i s based upon the sequence paraneter given by the upper
| ayer over the printive interface and other traffic information
avail able to the SGP or ASP

- Protocol classes 2 and 3: SUA MJST sel ect ordered delivery. The
stream sel ected is based upon the source | ocal reference of the
connection and other traffic information available to the SGP or
ASP.
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1.5.

5. Flow Control

Local Managenent at an ASP may wi sh to stop traffic across an SCTP
association to tenporarily renove the association fromservice or to
performtesting and nmai ntenance activity. The function could
optionally be used to control the start of traffic on to a newy
avai | abl e SCTP associ ati on.

1.5.6. Congestion Managenent

1.6.

1.6.

Lou

The SUA layer is infornmed of |ocal and I P network congestion by means
of an inpl enmentation-dependent function (e.g., an inplenentation-
dependent indication fromthe SCTP of |IP network congestion).

At an ASP or IPSP, the SUA [ ayer indicates congestion to |ocal SCCP-
Users by nmeans of an appropriate SCCP primtive (e.g., NINFORM N
NOTI CE), as per current SCCP procedures, to invoke appropriate upper

| ayer responses. Wen an SG deternines that the transport of SS7
messages i s encountering congestion, the SG MAY trigger SS7 SCCP
Congesti on nessages to originating SS7 nodes, per the congestion
procedures of the rel evant SCCP standard. The triggering of SS7 SCCP
Managenment nessages froman SGis an inpl enentation-dependent
function.

The SUA | ayer at an ASP or | PSP MAY indicate | ocal congestion to an
SUA peer with an SCON nessage. When an SG receives a congestion
nmessage (SCON) froman ASP, and the SG deternines that an endpoint is
now encountering congestion, it MAY trigger congestion procedures of
the rel evant SCCP st andard.

Definition of SUA Boundari es
1. Definition of the upper boundary
The following primtives are supported between the SUA and an SCCP-

user (a reference to I TU and ANSI sections where these prinitives and
correspondi ng paraneters are described, is also given):

Ceneric | Specific |
Nare | Nare | ANSI /1 TU Ref erence
____________ e
N- CONNECT | Request [ITUQ 711 Chap 6.1.1.2.2 (Tab 2/ Q 711)
| I ndi cation| ANSI-T1.112 Chap 2.1.1.2.2 (Tab 2/T1.112.1)
| Response |
| Confirm |
____________ o
N- DATA | Request [ITUQ 711  Chap 6. Tab 3/Q 711)

1.1.2.3 (
| I ndi cation| ANSI - T1. 112 Chap 2.1.1.2.3 (Tab 3/T1.112.1)
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____________ o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e e —m— - =
N- EXPEDI TED | Request | I TU-Q 711 Chap 6.1.1.2.3 (Tab 4/Q 711)
DATA | I ndi cation] ANSI-T1.112 Chap 2.1.1.2.3 (Tab 4/T1.112.1)
____________ o
N- RESET | Request [ITUQ 711 Chap 6.1.1.2.3 (Tab 5/ Q 711)

| I ndication| ANSI-T1. 112 Chap 2.1.1.2.3 (Tab 5/T1.112.1)

| Response |

| Confirm |
............ e m e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e — .-
N- DI SCONNECT| Request [ITUQ 711 Chap 6.1.1.2.4 (Tab 6/ Q 711)

| I ndication| ANSI-T1. 112 Chap 2.1.1.2.4 (Tab 6/T1.112.1)
____________ e
N- | NFORM | Request [1TU-Q 711 Chap 6.1.1.3.2 (Tab 8/ Q 711)

| I ndi cation| ANSI -T1. 112 Chap 2.1.1.2.5 (Tab 6A/T1.112.1)
............ e m e e e e e e e e e e e e e e e e e e e e e e e e e e e m e e — .-
N- UNI TDATA | Request [ITUQ 711 Chap 6.2.2.3.1 (Tab 12/Q 711)

| I ndication| ANSI-T1. 112 Chap 2.2.2.3.1 (Tab 8A/T1.112.1)
____________ e
N- NOTI CE | I'ndication| | TU-Q 711 Chap 6.2.2.3.2 (Tab 13/ Q 711)

| | ANSI - T1.112 Chap 2.2.2.3.2 (Tab 8B/ T1.112.1)
............ e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e, — . — -
N- STATE | Request [ITUQ 711 Chap 6.3.2.3.2 (Tab 16/ Q 711)

| I ndication| ANSI-T1. 112 Chap 2.3.2.3.2 (Tab 8E/ T1.112.1)
____________ o
N-PCSTATE |Indication|I TUQ 711 Chap 6.3.2.3.3 (Tab 17/ Q 711)

| | ANSI - T1.112 Chap 2.3.2.3.4 (Tab 8G T1.112.1)
............ e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e, — . — -
N- COORD | Request [ITUQ 711 Chap 6.3.2.3.1 (Tab 15/ Q 711)

| I ndication| ANSI-T1. 112 Chap 2.3.2.3.3 (Tab 8F/ T1.112.1)

| Response |

| Confirm |

1.6.2. Definition of the | ower boundary

The upper layer prinmitives provided by the SCTP are provided in
[ SCTP] .

1.6.3. Definition of the Boundary between SUA and Layer Managenent

M SCTP_ESTABLI SH r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to establish an SCTP association with its
peer.

M SCTP_ESTABLI SH confirm

Direction: SUA -> LM

Purpose: ASP confirms to LMthat it has established an SCTP
association with its peer.
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M SCTP_ESTABLI SH i ndi cati on

Direction: SUA -> LM

Purpose: SUA informs LMthat a renpte ASP has established an SCTP
associ ati on.

M SCTP_RELEASE r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to rel ease an SCTP association with its
peer.

M SCTP_RELEASE confirm

Direction: SUA -> LM

Purpose: ASP confirns to LMthat it has rel eased SCTP associ ation
with its peer.

M SCTP_RELEASE i ndi cati on

Direction: SUA -> LM

Purpose: SUA inforns LMthat a renpte ASP has rel eased an SCTP
Associ ation or the SCTP association has fail ed.

M SCTP RESTART i ndi cation

Direction: SUA -> LM

Purpose: SUA infornms LMthat an SCTP restart indication has been
received.

M SCTP_STATUS r equest

Direction: LM-> SUA

Purpose: LMrequests SUA to report the status of an SCTP
associ ati on.

M SCTP_STATUS confirm
Direction: SUA -> LM
Purpose: SUA responds with the status of an SCTP associ ati on.

M SCTP STATUS i ndi cati on
Direction: SUA -> LM
Purpose: SUA reports the status of an SCTP associ ation.

M ASP_STATUS r equest

Direction: LM-> SUA

Purpose: LMrequests SUA to report the status of a local or renote
ASP.

M ASP_STATUS confirm

Direction: SUA -> LM
Purpose: SUA reports status of | ocal or renote ASP.

Loughney, et al. St andards Track [ Page 16]



RFC 3868 SUA Cct ober 2004

M AS_STATUS r equest
Direction: LM-> SUA
Purpose: LMrequests SUA to report the status of an AS.

M AS_STATUS confirm
Direction: SUA -> LM
Purpose: SUA reports the status of an AS.

M NOTI FY i ndi cati on

Direction: SUA -> LM

Purpose: SUA reports that it has received a Notify nessage fromits
peer.

M ERROR i ndi cati on

Direction: SUA -> LM

Purpose: SUA reports that it has received an Error nessage fromits
peer or that a |ocal operation has been unsuccessful .

M ASP_UP request

Direction: LM-> SUA

Purpose: LMrequests ASP to start its operation and send an ASP Up
nmessage to its peer.

M ASP_UP confirm

Direction: SUA -> LM

Purpose: ASP reports that is has received an ASP UP Ack nmessage
fromits peer.

M ASP_UP i ndi cation

Direction: SUA -> LM

Purpose: SUA reports it has successfully processed an incom ng ASP
Up nessage fromits peer.

M ASP_DOMN r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to stop its operation and send an ASP Down
nmessage to its peer.

M ASP_DOMN confirm

Direction: SUA -> LM

Purpose: ASP reports that is has received an ASP Down Ack nmessage
fromits peer.

M ASP_DOMN i ndi cati on

Direction: SUA -> LM

Purpose: SUA reports it has successfully processed an incom ng ASP
Down nessage fromits peer, or the SCTP associ ation has
been | ost/reset.
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M ASP_ACTI VE r equest
Direction: LM-> SUA
Purpose: LMrequests ASP to send an ASP Active nmessage to its peer.

M ASP_ACTI VE confirm

Direction: SUA -> LM

Purpose: ASP reports that is has received an ASP Active Ack nmessage
fromits peer.

M ASP_ACTI VE i ndi cati on

Direction: SUA -> LM

Purpose: SUA reports it has successfully processed an incom ng ASP
Active message fromits peer.

M ASP_I NACTI VE r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to send an ASP I nactive nessage to its
peer.

M ASP_I NACTI VE confirm

Direction: LM-> SUA

Purpose: ASP reports that is has received an ASP I nactive
Ack message fromits peer.

M ASP_I| NACTI VE i ndi cati on

Direction: SUA -> LM

Purpose: SUA reports it has successfully processed an incom ng ASP
I nacti ve nessage fromits peer.

M AS_ACTI VE i ndi cation
Direction: SUA -> LM
Purpose: SUA reports that an AS has noved to the AS-ACTI VE state.

M AS_| NACTI VE i ndi cati on
Direction: SUA -> LM
Pur pose: SUA reports that an AS has noved to the AS-INACTIVE state.

M AS_DOWN i ndi cati on

Direction: SUA -> LM
Pur pose: SUA reports that an AS has noved to the AS-DOM st ate.
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If the SUA | ayer supports dynamic registration of Routing Key, the
| ayer MAY support the followi ng additional primtives:

M RK_REG r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to register RK(s) with its peer by sending
REG REQ nmessage.

M RK_REG confirm

Direction: SUA -> LM

Purpose: ASP reports that it has received REG RSP nessage with
registration status as successful fromits peer.

M RK_REG i ndi cati on

Direction: SUA -> LM

Purpose: SUA informs LMthat it has successfully processed an
i ncom ng REG REQ nessage.

M RK_DEREG r equest

Direction: LM-> SUA

Purpose: LMrequests ASP to deregister RK(s) with its peer by
sendi ng DEREG REQ nessage.

M RK_DEREG confirm

Direction: SUA -> LM

Purpose: ASP reports that it has received DEREG RESP nessage wth
deregi stration status as successful fromits peer.

M RK_DEREG i ndi cati on

Direction: SUA -> LM

Purpose: SUA infornms LMthat it has successfully processed an
i ncom ng DEREG REQ fromits peer.

2. Conventions

The keywords MUST, MJUST NOT, REQUI RED, SHALL, SHALL NOT, SHOULD,
SHOULD NOT, RECOMVENDED, NOT RECOMVENDED, MAY, and OPTI ONAL, when
they appear in this docunent, are to be interpreted as described in
BCP 14, RFC 2119 [2119].

3. Pr ot ocol El enents

The general nessage format includes a Conmon Message Header together
with a list of zero or nore paraneters as defined by the Message

Type.

For forward compatibility, all Message Types may have attached
paraneters even if none are specified in this version.
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The Reserved field is set to O in nessages sent and is not to be
exam ned in nessages received.

3.1. Commopn Message Header

The protocol nessages for the SCCP-User Adaptation Protocol requires
a nmessage structure which contains a version, nessage class, nessage
type, nessage | ength and nmessage contents. This nessage header is
common anong all signalling protocol adaptation |ayers:

0 1 2 3

01234567890123456789012345678901
B s S S i i i ks a ks st S S S S S S
| Ver si on | Reserved | Message O ass | Message Type |
R R R R e e s o S e R S S S S S S e e e e e
| Message Length |
B T e o i S I i i S S N iy St S I S S
| Message Data |

Note that the 'data’ portion of SUA nessages SHALL contain SCCP- User
data, not the encapsul ated SCCP nessage.

Optional paraneters can only occur at npbst once in an SUA nessage.
3.1.1. SUA Protocol Version

The version field (ver) contains the version of the SUA adaptation
| ayer. The supported versions are:

1 SUA version 1.0
3.1.2. Message d asses

Message O asses

Connecti onl ess Messages

Connection-Ori ented Messages

Routi ng Key Managenent (RKM) Messages.

10 - 127 Reserved by the |IETF

128 - 255 Reserved for | ETF-Defined Message Cl ass Extensions

0 SUA Managenent (MGMI) Message

1 Reserved

2 Signal l'i ng Network Managenent (SNM Messages
3 ASP St ate Mai ntenance (ASPSM) Messages

4 ASP Traffic Mintenance (ASPTM Messages

5 Reserved

6 Reserved

7

8

9
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3.1.3. Message Types

SUA Managenent Messages

0
1
2 -

128-

127
255

Error (ERR)

Noti fy (NTFY)

Reserved by the | ETF

Reserved for | ETF-Defined Message Cl ass Extensions

Si gnal I i ng Network Managenent (SNM Messages

P~NOODMWNRELO

28

127
- 255

Reserved

Desti nati on Unavail abl e ( DUNA)

Desti nation Avail abl e (DAVA)

Destination State Audit (DAUD)

Si gnal | i ng Congestion ( SCON)

Destination User Part Unavail abl e ( DUPU)
Destination Restricted (DRST)

Reserved by the | ETF

Reserved for | ETF-Defined Message Cl ass Extensions

Application Server Process State M ntenance (ASPSM) Messages

P~NOODMWNRELO

28

127
- 255

Reserved

ASP Up (UP)

ASP Down ( DOWN)

Hear t beat (BEAT)

ASP Up Ack (UP ACK)

ASP Down Ack (DOM ACK)

Hear t beat Ack (BEAT ACK)

Reserved by the | ETF

Reserved for | ETF-Defined Message Cl ass Extensions

ASP Traffic Mintenance (ASPTM Messages

0
1
2
3
4
5
128

Loughney,

127
- 255

et al.

Reserved

ASP Active (ACTIVE)

ASP | nactive (I NACTI VE)

ASP Active Ack (ACTIVE ACK)

ASP I nactive Ack (I NACTIVE ACK)

Reserved by the | ETF

Reserved for | ETF-Defined Message Cl ass Extensions
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Routi ng Key Managenent (RKM Messages

127

PO~ WNEO

Reserved

Regi strati on Request (REG REQ

Regi strati on Response (REG RSP)

Der egi strati on Request (DEREG REQ
Der egi strati on Response (DEREG RSP)
Reserved by the | ETF

28 - 255 Reserved for | ETF-Defined Message Cl ass Extensions

Connectionl ess (CL) Messages

0
1
2
3 - 127
1

Reserved

Connectionl ess Data Transfer (CLDT)
Connecti onl ess Data Response (CLDR)
Reserved by the | ETF

28 - 255 Reserved for | ETF-Defined Message Cl ass Extensions

Connection-Oriented (CO Messages

3.1. 4.

Co~NOOO~WNEFO

10
11
12 - 127

Reserved

Connecti on Request (CORE)

Connecti on Acknow edge ( COAK)

Connecti on Refused (COREF)

Rel ease Request (RELRE)

Rel ease Conpl ete (RELCO

Reset Confirm (RESCO)

Reset Request (RESRE)

Connection Oriented Data Transfer (CODT)
Connection Oriented Data Acknow edge ( CODA)
Connection Oriented Error (COERR)
Inactivity Test (CAT)

Reserved by the | ETF

128 - 255 Reserved for | ETF-Defined Message Cl ass Extensions

Message Length

The Message Length defines the length of the nessage in octets,
i ncluding the header and including all padding bytes. Message Length

is

3.1.5.

a 32-bit

identifier.

Tag- Lengt h- Val ue For nat

SUA nmessages consi st of a Common Header followed by zero or nore
par aneters,
(TLV) paraneters contained in a nessage are defined in a Tag-Length-
Val ue format as shown bel ow

Loughney,

et al.

as defined by the nmessage type. The Tag-Lengt h-Val ue
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0 1 2 3
01234567890123456789012345678901
i T o T e e e et o S s S R R SR

| Par anet er Tag | Par anet er Length
B T e o i S I i i S S N iy St S I S S

\ \
/ Par amet er Val ue /
\ \
B e e i o e S e e i S S T e R i ik T TR o S S S e
Paraneter Tag: 16 bits (unsigned integer)

Tag field is a 16-bit identifier of the type of paraneter. It
takes a value of 0 to 65535.

Paraneter Length: 16 bits (unsigned integer)

The Paraneter Length field contains the size of the paraneter in
bytes, including the Paraneter Tag, Paraneter Length, and
Paraneter Value fields. The Parameter Length does not include any
paddi ng bytes. However, conposite paraneters will contain al
paddi ng bytes, since all paranmeters contained within this
conmposite paraneter will be considered multiples of 4 bytes

Par anet er Val ue: vari abl e-1 engt h.

The Paraneter Value field contains the actual information to be
transfered in the paraneter.

The total length of a paraneter (including Tag, Paraneter Length
and Value fields) MJUST be a nultiple of 4 bytes. |f the Iength of
the paraneter is not a multiple of 4 bytes, the sender pads the
paraneter at the end (i.e., after the Paraneter Value field) with
all zero bytes. The length of the padding is NOT included in the
paraneter length field. A sender SHOULD NOT pad with nore than 3
bytes. The receiver MJIST ignore the paddi ng bytes.

| mpl enent ati on note: The use of TLV in principle allows the
paraneters to be placed in a randomorder in the nessage. However,
some gui delines should be considered for easy processing in the
foll owi ng order:

- Paraneters needed to correctly process ot her nessage paraneters,
preferably shoul d precede these paraneters (such as Routing
Cont ext) .

- Mandatory paraneters preferably SHOULD precede any optiona
par anet ers

- The data paraneter will nornmally be the final one in the nessage
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- The receiver SHOULD accept paraneters in any order, except where
explicitly mandat ed.

3.2. SUA Connectionl ess Messages

The follow ng section describes the SUA Connectionl ess transfer
messages and paraneter contents. The general nessage fornmat includes
a Conmon Message Header together with a list of zero or nore
paraneters as defined by the Message Type. Al Message Types can
have attached paraneters.

3.2.1. Connectionless Data Transfer (CLDT)
Thi s nessage transfers data between one SUA to anot her.

0 1 2 3
01234567890123456789012345678901
B ok T S S S e it S R R et et TEIE SRR SR S S S S S s i e o =
| Tag = 0x0006 | Length |
B o T T S e i i Sl NI S e S et ol mt ST T S i S S
Rout i ng Cont ext /
\
B i i i S S R ih s s I S S o O S S
Tag = 0x0115 | Length |
i T e e S e e i e S R e S S R e e ik i o S I S S
Prot ocol O ass |

B i T S e S i e el R e S R R it Ik e TR S R e S
Tag = 0x0102 | Length |
B e i T o T e e S ik i T S T R S e S e S e e o o o i
Sour ce Address /
\
i T S e S e e i i i s e TR S S e S i el S S e s
Tag = 0x0103 | Length |
B e st T e S e S S e i T sk ST I I S R TR SRR S S S
Desti nati on Address /
\
i T e e S e e i e S R e S S R e e ik i o S I S S
Tag = 0x0116 | Length |
B i T S e S i e el R e S R R it Ik e TR S R e S

Sequence Contr ol |
B i i i S S R ih s s I S S o O S S
Tag = 0x0101 | Length |
B o e e S e e s i i i e s
SS7 Hop Count |
Bl o o e e e e T i i e T S e
Tag = 0x0113 | Length |
B i i i S S R ih s s I S S o O S S
| mport ance |

e Sl Sl Sl Sl Ll Sl el Sl Sl el el S
+
1
+
1
+
1
+
1
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T
| Tag = 0x0114 | Lengt h I
T S R T USSR S
| Message Priority |
B ey St S S s i I I R R S o S S S S S S S S S s S
| Tag = 0x0013 | Length |
i T S S
| Correlation I D |
I S S i e S S S S e
| Tag = 0x0117 | Lengt h |
B ey St S S s i I I R R S o S S S S S S S S S s S
| Segnent ati on |
T S S

| Tag = 0x010B | Length |
i T e e o T e e T e e R o h okt
/ Dat a /
\ \

i S S S T i i S S i i S S S S R T T

Par anet ers

Rout i ng Cont ext Mandat ory
Protocol O ass Mandat ory
Sour ce Address Mandat ory
Desti nati on Address Mandat ory
Sequence Contr ol Mandat ory
SS7 Hop Count Opt i onal
| nport ance Opt i onal
Message Priority Opt i onal
Correlation ID Opt i onal
Segnent ati on Opt i onal
Dat a Mandat ory

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessages:
unitdata (UDT), extended unitdata (XUDT), |ong unitdata (LUDT).

3.2.2. Connectionless Data Response (CLDR)
This message is used as a response nessage by the peer to report

errors in the received CLDT nessage, when the return on error option
is set.
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0 1 2 3
01234567890123456789012345678901
B T et e i T e e S Tk b I R
| Tag = 0x0006 | Length
B i e T i s S o S S e
/ Rout i ng Cont ext

T

B i i i T S e e e e i i T e e S e e i e i i o
| Tag = 0x0106 | Length

B T sl S S S I T T i s S S S S S T S S S S o
| SCCP Cause

B T S e T T i S S S o S i S SN SR S S
| Tag 0x0102 | Length

R R L r e r e s i o o S S e r e e o
/ Sour ce Address

+ o+ 4+
| I .

+ 11+
+
1

T

B i e T i s S o S S e
| Tag 0x0103 | Length
B ik i S S i e Th ok w S S S S S

/ Destinati on Address

+ 11+
+
1

T

B T ST S o T e a T s e e S e S S o S T
| Tag 0x0101 | Length

B T S e T T i S S S o S i S SN SR S S
| SS7 Hop Count

R R L r e r e s i o o S S e r e e o
| Tag 0x0113 | Length

B T ST S o T e a T s e e S e S S o S T
| | mportance

B T S e T T i S S S o S i S SN SR S S
| Tag 0x0114 | Length

R R L r e r e s i o o S S e r e e o
| Message Priority

B T ST S o T e a T s e e S e S S o S T
| Tag 0x0013 | Length

B T S e T T i S S S o S i S SN SR S S
| Correlation ID

R R L r e r e s i o o S S e r e e o
| Tag 0x0117 | Length

B T ST S o T e a T s e e S e S S o S T
| Segnent ati on

B T S e T T i S S S o S i S SN SR S S
| Tag 0x010b | Length

B i i i T S e e e e i i T e e S e e i e i i o
/ Dat a

+ 11+
+
1

+ 1+
+ o+
1 1

+ 1+
+ o+
1 1

+ 1+
+ o+
1 1

/
+ 1+
Tt

e T i e e e S i i e G it Sl e T S

I+
+
1

T

—
T
+ -~

i S T o o S S S e S S S S S e T T
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Paraneters

Rout i ng Cont ext Mandat ory
SCCP Cause Mandat ory
Sour ce Address Mandat ory
Desti nati on Address Mandat ory
SS7 Hop Count Opt i onal
| mportance Opt i onal
Message Priority Optiona
Correlation ID Opt i onal
Segnent ati on Opt i onal
Dat a Opti ona

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessages:
uni tdata service (UDTS), extended unitdata service (XUDTS) and | ong
uni tdata service (LUDTS)

3.3. Connection Oiented Messages

3.3.1. Connection Oriented Data Transfer (CODT)

Thi s nessage transfers data between one SUA to another for
connection-oriented service.
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0 1 2 3
01234567890123456789012345678901
T I T S S Tk it S S S S Sk L T T SR A s

| Tag = 0x0006 | Lengt h |
B T e o i S I i i S S N iy St S I S S
Rout i ng Cont ext /

\

i T S e S e e i i i s e TR S S e S i el S S e s
Tag = 0x0107 | Length |

B i T i T s s S I i S S S
Sequence Numnber |

s T S e e O O e ol i it EIE R TR R TR S R i ol o S S S S S S
Tag = 0x0105 | Length |

i T S e S e e i i i s e TR S S e S i el S S e s

Destinati on Reference Number |

B i T i T s s S I i S S S
Tag = 0x0114 | Length |

s T S e e O O e ol i it EIE R TR R TR S R i ol o S S S S S S
Message Priority |

i T S e S e e i i i s e TR S S e S i el S S e s
Tag = 0x0013 | Length |

B i T i T s s S I i S S S
Correlation ID |

B e s S S S i S T e T s i S S S S
Tag = 0x010b | Length |

B e S S i i i T e s aiks S S S S S S
Dat a /

\

i T e e e e i St S

T S S e S i S S T T i S S e

Paraneters

Rout i ng Cont ext Mandat ory
Sequence Nunber Optional *1
Destinati on Reference Nunber Mandatory
Message Priority Opt i onal
Correlation ID Opt i onal
Dat a Mandat ory

NOTE *1: This paraneter is not present in case of Expedited Data
(ED).

| npl enentati on note: For the CODT to represent DT1l, DI2 and ED
messages, the follow ng conditions MJST be net:

DT1 is represented by a CODT when:
Sequence Number paraneter is present (contains "nore" indicator).

Loughney, et al. St andards Track [ Page 28]



RFC 3868 SUA Cct ober 2004

DT2 is represented by a CODT when:
Sequence Nunber paraneter is present (contains P(S), P(R) and nore
i ndi cator)

ED is represented by a CODT with:
Sequence Nunber paraneter is not present

3.3.2. Connection Oriented Data Acknow edge (CODA)

The peer uses this nessage to acknow edge receipt of data. This
message is used only with protocol class 3.

0 1 2 3
01234567890123456789012345678901
T I T S S Tk it S S S S Sk L T T SR A s

Tag = 0x0006 | Length |

B i T o S o i S S i s S S S S S S
Rout i ng Cont ext /

\

e e Tt i ol s o RN S SR R R S SR

+- +-

0x0105 | Length |

B R e e i s e ks sT O T SRR SR SR SR SR S R S TR S it i
Desti nati on Reference Nunmber |

B S S

B e s T S e B i i i e e e S S S S S i o o i s o i =
Tag = 0x0108 | Length |
B i T e S i i i i T S S e e S i o i I T N S

+-

/

\

+-
+-
+- +
+-

| Recei ve Sequence Nunber |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
| Tag = 0x010A | Length |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| Credit |
B Lt r s i i i o o T s ks S R S

Par aneters

Rout i ng Cont ext Mandat ory
Destination Reference Nunber Mandatory
Recei ve Sequence Nunber Optional *1
Credit Mandatory *1
NOTE *1: Mandat ory when representing Data Acknow edgenent (AK).

| npl enentati on note: For the CODA to represent DA and EA nessages,
the follow ng conditions MJST be net:

DA is represented by a CODA when:

Recei ve Sequence Number paranmeter is present (contains P(S), P(R
and nore indicator)
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SUA

EA is represented by a CODA when:
Recei ve Sequence Nunber paranmeter is not present

3.3.3. Connection Request (CORE)

Cct ober 2004

This message is used for establishing a signalling connection between
two peer endpoints.

]
+o0o
+ P
+ N

+ W
+ A
+ o

T
i i it i IR S S S S S S S . e o

+ o
+ ~
+ o
+ ©
+opr

= 0X0006

Rout i ng Cont ext

2
123456789012
B S S S e Tk T

| L
+

34
+- +-
ength
+- +

567829
R

T i S

+ow

e iR

I S S S S S S i S S S S S T ek
Tag = 0x0115 |
T S S S e S e S T ST S S e T

Prot ocol C ass
+
x0104 |
+

Sour ce Ref erence Nunber

Length

Length

T S S i S e S DU S S

e T S S e R T A S S S S SUp SIS

T S S e S T S S i S S S e 2

]
+
]
+
]
+

1
+
1
+
1
+

]
+
]
+
]
+

]
+
]
+
]
+

B e S S S

]
+
]
+
]
+

Tag
DI i o I R R

1 1 1
L
—+ 4+ -+
g) 1 1 1
«

]
+
]
+
]

H
— +
Q !
«Q

]
+
]
+
]

Tag

+Q + +@Q +
L I . |

T
+ 0+

T

0x0103 |

Length

T T T S S s S DU SRpr S

Destinati on Address

0x0116 |

+ 11+

Sequence Contr ol

0x0107 |

+ 11+

Sequence Nunber
0x0102 |

Sour ce Address

B i S T i i o i S SRS S

= 0x0101 |

Length

Length

Length

Length

/
\

T S S S i S S i S S S e T T

T T T S S S A ok

B S T e T s e e

T S S S S i i i SIS S S S

T T e T T S s &

B S T T S i S DU SR S S SR

/
\

T R L1 T S DU S U S S

SS7 Hop Count

I S S S e S S T S S S S S e Tk o o SIS S S
Tag = 0x0113 |
T S S S e S e S T ST S S e T

F T F T F T T T T T T T T T T T T T T+
+
]
+
]
+

Loughney,

et al.

St andards Track

Length
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+-

+-

+-

+-

S R

+-+
Tag = 0x0114
+- - - - - - -+

SUA

| nportance

| Length

Message Priority

ek S N N R R
Tag = 0x010A
e i T e

| Length

Credit

Cct ober 2004

B S T e S s S S S R S S S S

T S S s S S S S S e S S e

T S s i S S i sl s o S S S

s S e T s e Sup S

T S i S e T S S S i T S S S S SIS &

Tag = 0x010b

| Length

i S S S T i S S S s s S S S S S

/
\

Dat a

/
\

T I T S S Tk it S S S S Sk L T T SR A s

Paraneters

Rout i ng Cont ext
Prot ocol C ass
Source Reference Nunber
Destinati on Address
Sequence Contr ol
Sequence Numnber
Sour ce Address

SS7 Hop Count

| nportance

Message Priority
Credit

Dat a

NOTE *1: Mandat ory for

| mpl enent ati on not e:

Connecti on Request (CR).

Loughney, et al.

Mandat ory
Mandat ory
Mandat ory
Mandat ory
Mandat ory
Optional *1
Opt i onal
Opt i onal
Opt i onal
Opt i onal
Optional *1
Opt i onal

protocol class 3 only.

St andards Track

Thi s message covers the foll owi ng SCCP nessage:
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3.3.4. Connection Acknow edge (COAK)

This message is used to acknow edge a connection request fromthe
peer endpoi nt.

0 1 2 3
01234567890123456789012345678901
T T R o o i e S  E  E e e s o i N SR
| Tag = 0x0006 | Length |
B T S St i i T s T e o S S i St SN
Rout i ng Cont ext /
\
B o e e S i e s i i i T e e =
Tag = 0x0115 | Length |
Bl o o e e e e st e e s i el R S S e S S
Protocol O ass |
B i T i i I e I S S i i T e T
0x0105 | Length |
s e S S i i e ek i h S e
Destinati on Reference Number
el T T e e e et o i S o e R N Sap e
0x0104 | Length |
B i T i i I e I S S i i T e T
Sour ce Reference Number |
B e S S ik i S S e
0x01116 | Length |
el T T R e e e et o i S T e R S SR
Sequence Contr ol |
B i T i i I e I S S i i T e T
0x010A | Length |
s e S S i i e ek i h S e
Credit |
el T T e e e et o i S o e R N Sap e
0x0102 | Length
B S e s i o e S S ik i i
Sour ce Address

1 ]
+ o+
1 ]
+ o+
1 ]
+ o+
1 ]
T 7
+ -+
Iml
tef
+ 1+

] 1
+ o+
] 1
+ o+
] 1
r F f
+ o+
] 1
+ -+
Ig)l
tef
+ 1+

+
+

_|

®

« f
+ 0+

—
QD
(o]

+ 11+

_|

©

Q
+ 0+
T

[

+
[

+
[

+- - - -
Tag
+- - - - - -

B i T T e i T S R T S S e sl st o
0x0113 | Length

B e e T I TR R S e i I TR N S S e R T

| nport ance

R e o e S T e el S S e e S it S SRR SR o

Tag 0x0114 | Length

R R L r e r e s i o o S S e r e e o

| Message Priority

B e T T T i i i R e r o T T S S S

| Tag 0x0103 | Length

T R i ik ot T SRR I S SR R i S TR i e It et SR SR i S e e i e i o

i il el Sl Sl e S i Sl Sl Sl el el S
+
1
+
+ 1+
+
1

T

B R

+ 1+
+ o+
1 1

T

n o+
T
i i e e S

T
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Tag = 0x010b

Par aneters

SUA

Desti nati on Address

|
Dat a

Length

be present

class 3.

Cct ober 2004

/
\

T e S T S T s

T S S T S i S S S T I i S S S S S S

/
\

T T s

in case

Rout i ng Cont ext Mandat ory
Protocol O ass Mandat ory
Destination Reference Nunber Mandatory
Sour ce Reference Number Mandat ory
Sequence Contr ol Mandat ory
Credit Mandatory *2
Sour ce Address Opt i onal
| nport ance Opt i onal
Message Priority Opt i onal
Destinati on Address Optional *1
Dat a Opt i onal
NOTE *1: Destination Address paraneter wl|l
that the recei ved CORE nessage conveys the Source
Addr ess paranet er.
NOTE *2: Only applicable for protocol

| mpl enent ati on note:
Connection Confirm (CC).

Loughney, et al.

St andards Track

Thi s message covers the foll owi ng SCCP nessage:
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3.3.5. Connection Refused (COREF)

This message is used to refuse a connection request between two peer
endpoi nt s.

0 1 2 3

01234567890123456789012345678901
T T R o o i e S  E  E e e s o i N SR
| Tag = 0x0006 | Lengt h |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
Rout i ng Cont ext /

\
B o e e S i e s i i i T e e =
Tag = 0x0105 | Length |
Bl o o e e e et R e i s i i N R SR S SR S
Desti nati on Reference Nunber |
B i T i i I e I S S i i T e T
0x0106 | Length |
s e S e it SR N SRR i St SR N SR
SCCP Cause |
el T T e e e et o i S o e R N Sap e
0x0102 | Length |
B i T i i I e I S S i i T e T
Sour ce Address /

\
e e S e e s T i St R SRR R S SR
0x0103 | Length |
B i s i T T I s s ot I S SN S S
Destinati on Address /

\

1 ]
+ o+
1 ]
+ o+
1 ]
+ o+
1 ]
T 7
+ -+
Iml
tef
+ 1+

B e A

1

+

1

+

1

+

1

H
+
'
-IO-(Q
+ 11+

B s S A

—
QD
«Q

+ 11+

B T S S S

]
+
]
+
]
+
]
+
]
+
]
+
]

B T S ik i S S R e
0x0113 | Length = 8 |
el T T e e e ettt i S T e R N SR
| mportance |

B i i i S S R ih s s I S S o O S S
Tag = 0x010B | Length |

B o e e S e e s i i i e s
Dat a /
\

T T S e e T e I S S T T S S e

—
QD
«Q

+ 1+

Rl Sl el Sl e Ahnl Sl Sl Sl Sl Sl S
+
1
T
+
1
+
1
+
1
+
1
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Paraneters

Rout i ng Cont ext Mandat ory

Desti nati on Reference Nunber Mandat ory

SCCP Cause Mandat ory

Sour ce Address Opt i onal

Desti nati on Address Optional *1

| mportance Opt i onal

Dat a Opti ona

Note *1: Destination Address paraneter will be present in case

that the recei ved CORE nessage conveys the Source Address
par anet er.

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessage:
Connecti on REFused (CREF).
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3.3.6.

SUA Cct ober 2004

Rel ease Request (RELRE)

This message is used to request a signalling connection between two

peer endpoints be released. Al associated resources can then be
rel eased.
0 1 2 3

01234567890123456789012345678901
S i S S i S S S
| Tag = 0x0006 | Lengt h |
T S i o S S S i < ST S S St S S S S S S S

\

T S S e S i S S T T i S S e

/ Rout i ng Cont ext /
\ \
B Lt r s i i i o o T s ks S R S
| Tag = 0x0105 | Length |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
| Desti nati on Reference Nunber |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| Tag = 0x0104 | Lengt h |
B Lt r s i i i o o T s ks S R S
| Sour ce Ref erence Number |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
| Tag = 0x0106 | Length |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| SCCP Cause |
B Lt r s i i i o o T s ks S R S
| Tag = 0x0113 | Length = 8 |
B s T s s e T o e S T ks et s oot ST S S S o S S 3
| | mpor t ance |
B T S S e s e i s S i S S S S S S T S SR S S S i S S S
| Tag = 0x010b | Length |
B Lt r s i i i o o T s ks S R S
/ Dat a /
\

+

Paraneters

Rout i ng Cont ext Mandat ory
Desti nati on Reference Nunber Mandatory
Sour ce Reference Nunber Mandat ory
SCCP Cause Mandat ory
| nport ance Opt i onal
Dat a Opt i onal

| mpl enent ati on not e:

connecti on ReLeaSeD (RLSD).

Loughney, et al.

St andards Track

Thi s message covers the foll owi ng SCCP nessage:
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3.3.7. Release Conplete (RELCO

This message is used to acknow edge the rel ease of a signalling
connection between two peer endpoints. All associated resources
shoul d be rel eased.

0 1 2 3
01234567890123456789012345678901
B o i T e e T s i i T S TR S e S S i T S g e e
| Tag = 0x0006 | Lengt h |
B T e o i S I i i S S N iy St S I S S
Rout i ng Cont ext /
\
B s o o S e e N el ks S TR T e T S e S e s o i
0x0105 | Length |
B s s i S S S o il S S S S
Desti nati on Reference Nunber |
R s ol o o S S e i i oIE TR RIS SRR S S
0x0104 | Lengt h I
B s o o S e e N el ks S TR T e T S e S e s o i
Sour ce Reference Number |
B i T i T s s S I i S S S
Tag = 0x0113 | Length = 8 |
s T S e e O O e ol i it EIE R TR R TR S R i ol o S S S S S S
| mportance |
i T S e S e e i i i s e TR S S e S i el S S e s

[

+
[

+
[

+
[

+
[

+
[

FTE T T T T T
+
1
+
1
+
1
+
1

Par aneters

Rout i ng Cont ext Mandat ory
Destination Reference Nunber Mandatory
Sour ce Reference Nunber Mandat ory
| nport ance Opt i onal

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessage:
ReLease Conplete (RLC).
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3.3.8. Reset Request (RESRE)

This nessage is used to indicate that the sending SCCP/ SUA wants to
initiate a reset procedure (reinitialization of sequence nunbers) to
t he peer endpoint.

0 1 2 3
01234567890123456789012345678901
B o i T e e T s i i T S TR S e S S i T S g e e
| Tag = 0x0006 | Lengt h |
B T e o i S I i i S S N iy St S I S S
Rout i ng Cont ext /
\
i T S e S e e i i i s e TR S S e S i el S S e s
Tag = 0x0105 | Lengt h |
B i T i T s s S I i S S S
Desti nati on Reference Nunber |
R s ol o o S S e i i oIE TR RIS SRR S S
0x0104 | Lengt h I
B s o o S e e N el ks S TR T e T S e S e s o i
Sour ce Reference Number |

B i S S T iy S S I e i I i stk sl s S S S
Tag = 0x0106 | Length |

B e i T o e R S i I TR S T i ol ot SR S e S e S S e i o o
SCCP Cause |

FTE T T T T T
+
1
+
1
+
1
+
1
+
1

T T s

Par aneters

Rout i ng Cont ext Mandat ory
Destination Reference Nunber Mandatory
Sour ce Reference Nunber Mandat ory
SCCP Cause Mandat ory

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessage:
ReSet Request (RSR).
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3.3.9. Reset Confirm (RESCO
This nessage is used to confirmthe Reset Request.

0 1 2 3
01234567890123456789012345678901
B e i S T e i T e S R S e e e s i i T S
| Tag = 0x0006 | Length |
B o i T e e T s i i T S TR S e S S i T S g e e
Rout i ng Cont ext /
\
Bl e ks o S e e T sl T RIS S S
= 0x0105 | Length |
B ik T T T e S S i T o IE TR S R S
Destinati on Reference Number |

]
+
]
+
]
+
]
+
]
+
]

B i S S T iy S S I e i I i stk sl s S S S
Tag = 0x0104 | Length |
B e i T o e R S i I TR S T i ol ot SR S e S e S S e i o o

Sour ce Reference Nunber |
B e S S i i i T e s aiks S S S S S S

FT T T T
+
1
+
1
+
1
+
1

Par aneters

Rout i ng Cont ext Mandat ory
Destination Reference Nunber Mandatory
Sour ce Reference Nunber Mandat ory

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessage:
ReSet Confirmation (RSC).
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3.3.10. Connection Oiented Error (CCERR)
The CCERR nessage is sent to indicate a protocol data unit error.

0 1 2 3
01234567890123456789012345678901

T T i e i i e T e b s S S SN S
Tag = 0x0006 | Length |

Bl o o e e e et R e i s i i N R SR S SR S
Rout i ng Cont ext /

\

B e s S S S i S T e T s i S S S S
Tag = 0x0105 | Length |

T R e t e o e TR e E e R e

Destinati on Reference Number |

B i S S T iy S S I e i I i stk sl s S S S
Tag = 0x0106 | Length |

B e i T o e R S i I TR S T i ol ot SR S e S e S S e i o o
SCCP Cause |

FTE T T T T
+
1
+
1
+
1
+
1

T T s

Par aneters

Rout i ng Cont ext Mandat ory
Destination Reference Nunber Mandatory
SCCP Cause Mandat ory

| mpl enent ati on note: This nessage covers the foll owi ng SCCP nessage:
Protocol Data Unit ERRor (ERR).
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3.3.11. Connection Oiented Inactivity Test (CAT)

This message is used for auditing the signalling connection state and
the consi stency of connection data at both ends of the signalling
connecti on.

0 1 2 3
01234567890123456789012345678901
B o i T e e T s i i T S TR S e S S i T S g e e
Tag = 0x0006 | Length |
B i i i S S R ih s s I S S o O S S
Rout i ng Cont ext /
\
B i T T S e ok ik i o S S e S e e e
0x0115 | Length |
B i s i T T I s s ot I S SN S S
Protocol O ass |
s T S e O O s el i it e R R S S e S e e i o
0x0104 | Lengt h I
B i T T S e ok ik i o S S e S e e e
Sour ce Reference Number |
B i s i T T I s s ot I S SN S S
0x0105 | Length |
s T S 